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The purpose of this report is to assist you, as a member of Council, in your review of the results of our audit of the financial statements. This report is intended solely for the 
information and use of Management and Council and should not be used for any other purpose or any other party. KPMG shall have no responsibility or liability for loss or 
damages or claims, if any, to or by any third party as this report has not been prepared for, and is not intended for, and should not be used by, any third party or for any other 
purpose. 

Digital use 
information 

This Audit Findings Report 
is also available as a 
“hyper-linked” PDF 

document. 
If you are reading in 

electronic form (e.g. In 
“Adobe Reader” or “Board 

Books”), clicking on the 
home symbol on the top 
right corner will bring you 

back to this slide. 

Click on any item in the 
table of contents to 

navigate to that section. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

No matters to report Matters to report – see link for details Audit highlights 
Corrected 

misstatements 
Corrected misstatements We have completed the audit of the consolidated financial 

statements (“financial statements”), with the exception of 
certain remaining outstanding procedures, which are 
highlighted on the ‘Status’ slide of this report. 

• See page 9 and Appendix C for the management 
representation letter. 

Policies and 
practices 

& 

Specific 
topics 

Risks and 
results 

Status 

Control 
deficiencies Significant deficiencies 

• Risk of management override of controls 

Significant risks 

Other risks of material misstatement 

Going concern matters 

• Implementation of PS 3280 – Asset Retirement 
Obligations 

Significant unusual transactions 

Accounting policies and practices 

Other financial reporting matters 

Specific topics 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Technology highlights 
As previously communicated in our audit planning report, we have utilized technology to enhance the quality and effectiveness of the audit. 

Summary of 
advanced 

technologies 

KPMG Clara Workflow (KCw) 
A modern, intuitively written, highly applicable audit methodology that allows us 
to deliver globally consistent engagements. The tool allows us to identify and 
respond to relevant risks, document our audit procedures, conclusions, and 
reporting. 

DataSnipper 
An Excel based audit tool, which allows to extract, search, document and 
review PDF documents. The tool also provides automated document matching 
features allowing matching of Excel data with underlying source documents. 

KPMG Clara for Clients (KCfc) 
Allows the client team to see the real-time status of the engagement and who 
from our KPMG team is leading on a deliverable. 

Monetary Unit Sampling 
Sampling tool embedded in our KCw application used by the engagement team 
to calculate the most efficient sample sizes based on the specific risk 
considerations of an account and assertion, select and extract items from a 
population, and evaluate our results after audit procedures have been 
performed over selected items. 

KPMG’s software audit tools are intended to be used as internal enablement tools in conjunction with the performance of audit services. Information resulting from use of software audit tools may 
not be used as a basis for management’s conclusions as to the fairness of presentation of its financial statements or form a part of the internal control. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Status 

As of June 25, 2024, we have completed the audit of the consolidated financial statements, with the exception of certain remaining 
procedures, which include: 

• Completion of procedures over note disclosures 
• Finalizing our review and tie-out of note disclosures 
• Receipt of legal letter response from external legal counsel 
• Completion of final partner and manager review 
• Receipt of the signed management representation letter 
• Completing our discussions with Council 
• Obtaining evidence of Council’s approval of the financial statements 

We will update Council, and not solely the Chair, on significant matters, if any, arising from the completion of the audit, including the 
completion of the above procedures. 

Our auditor’s report will be dated upon the completion of any remaining procedures. 



Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Significant risks and results 
We highlight our significant findings in respect of significant risk. 

RISK OF 

Risk of material misstatement due to fraud resulting from management override of controls 
FRAUD 

Significant risk Estimate? 

The risk of material misstatement due to fraud resulting from management override of controls is a presumed 
risk for all entities under Canadian Auditing Standards (“CAS”). 

We have not identified any specific areas which highlight this risk over the course of our audit. 

No 

Our response 

• The risk resides with management’s ability to perpetrate fraud because of its ability to manipulate accounting records and prepare fraudulent financial statements by overriding 
controls that otherwise appear to be operating effectively. 

• As this risk is non-rebuttable, our audit methodology incorporates the required procedures in professional standards to address this risk. KPMG performed procedures as noted in 
our audit planning report, including testing of journal entries and other adjustments, performed a retrospective review of estimates and evaluated the business rationale of 
significant unusual transactions. 

Significant findings 

No significant findings were noted during our testing. 

7 



Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Other risks of material misstatement and results 

Significant risk Estimate? 

Implementation of PS 3280 – Asset Retirement Obligations 

We highlight our significant findings in respect of other risks of material misstatement. 

Asset retirement obligation is nil for 2023 – there is a risk that an ARO is not identified and/or accurately 
recorded or that the related liability is not accurately recorded on initial recognition or the wrong measurement 
basis is applied. 

Yes 

Our response 

Our primary procedures included: 

• Obtaining an understanding of the approach taken by Management to identify and measure in-scope ARO, including: 
• Management specialists consulted 
• List of agreements and other significant documents reviewed to identify potential ARO 

• Obtaining and performing substantive testing to ensure the list of tangible capital assets used for the estimate is complete. 
• Reviewed financial statement note disclosure in accordance with PSAS. 

Significant findings 

• No issues were noted during the performance of the procedures noted above. Financial statements have been reviewed for appropriate disclosures relating to the adoption of the 
new accounting policy. 

• In subsequent periods, continued effective communication between facilities management and finance will be important to ensure that all remediated obligations are removed, 
costs updated, or new obligations identified. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Corrected misstatements 
Corrected misstatements include financial presentation and disclosure misstatements. 

Impact of corrected misstatements 
• Through our testing of balances in deferred revenue, it was noted that certain items did not have external stipulations attached to them, and therefore, 

should be treated as internally restricted reserve funds. Through identifying this, management undertook a more extensive review of their balances in 
deferred revenue and reserves during the year to confirm that the classification of such items were considered to be appropriate. As a result of 
management’s review, other balances were considered to be inappropriately classified and therefore these have been corrected in the current year. 
Additionally, through our testing of accounts payable, we identified an item sitting within the caption that is more appropriately classified as deferred 
revenue given that it results in future benefits to the Town, once obligations are met. 

• Refer to management’s representation letter under Appendix C where the corrected misstatements are summarized. 

. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Control deficiencies 

Consideration of internal control over financial reporting (ICFR) 
In planning and performing our audit, we considered ICFR relevant to the Entity’s preparation of the financial statements in order to design audit procedures that are appropriate in the 
circumstances for the purpose of expressing an opinion on the financial statements, but not for the purpose of expressing an opinion on ICFR. 

Our understanding of internal control over financial reporting was for the limited purpose described above and was not designed to identify all control deficiencies that might be significant 
deficiencies. The matters being reported are limited to those deficiencies that we have identified during the audit that we have concluded are of sufficient importance to merit being 
reported to those charged with governance. 

Our awareness of control deficiencies varies with each audit and is influenced by the nature, timing, and extent of audit procedures performed, as well as other factors. Had we performed 
more extensive procedures on internal control over financial reporting, we might have identified more significant deficiencies to be reported or concluded that some of the reported 
significant deficiencies need not, in fact, have been reported. 

A deficiency in internal control over financial reporting 
A deficiency exists when the design or operation of a control does not allow management or employees, in the normal course of performing their assigned functions, to prevent or detect 
misstatements on a timely basis. A deficiency in design exists when (a) a control necessary to meet the control objective is missing or (b) an existing control is not properly designed so 
that, even if the control operates as designed, the control objective would not be met. A deficiency in operation exists when a properly designed control does not operate as designed, or 
when the person performing the control does not possess the necessary authority or competence to perform the control effectively. 

Significant deficiencies in internal control over financial reporting 
A deficiency, or a combination of deficiencies, in internal control over financial reporting that, in our judgment, is important enough to merit the attention of those charged with governance. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Other financial reporting matters 
We also highlight the following: 

Financial statement presentation - form, 
arrangement, and content 

Concerns regarding application of new 
accounting pronouncements 

Significant qualitative aspects of financial 
statement presentation and disclosure 

The presentation and disclosure in the financial statements is in accordance with the required 
standards as disclosed in the notes to the financial statements, including the disclosures 
required to describe the effects of the correction of an immaterial error in the previous year 
comparative information. 

No matters to report. 

During the year, the following standard became effective for this year end: PS 3280, Asset 
Retirement Obligations (ARO) and PS 3450, Financial instruments, PS 2601, Foreign 
currency translation, PS 1201, Financial statement presentation and PS 3041 Portfolio 
investments. 

Changes to significant accounting policies and practices and the impact on the financial 
statements are disclosed in Note 1 to the financial statements. Note 15 Financial Risks and 
concentration of risk has also been updated for impacts due to PS 3450. 
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Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Independence 

Statement of compliance As a firm, we are committed to being and being seen to be independent. We 
have strict rules and protocols to maintain our independence that meet or exceed 
those of the IESBA Code1 and CPA Code. The following are the actions or 
safeguards applied to reduce or eliminate threats to an acceptable level: 

Dedicated ethics & 
independence partners 

Ethics, independence and 
integrity training for all staff 

Operating polices, 
procedures and guidance 
contained in our quality & 
risk management manual 

Restricted investments 
and relationships 

Process for reporting breaches 
of professional standards and 
policy, and documented 
disciplinary policy 

International proprietary system 
used to evaluate and document 
threats to independence and those 
arising from conflicts of interest 

Mandated procedures for 
evaluating independence of 
prospective audit clients 

Annual ethics and 
independence confirmation for 
staff 

We confirm that, as of the date of this communication, we 
are independent of the Town in accordance with the ethical 
requirements that are relevant to our audit of the financial 
statements in Canada. 

1 International Ethics Standards Board for Accountants’ International Code of Ethics for Professional Accountants (including International Independence Standards) 
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Appendix A: Draft auditor’s report 
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INDEPENDENT AUDITOR’S REPORT 

To the Members of Council, Inhabitants and Ratepayers of the Corporation of the Town of 
LaSalle 

Opinion 
We have audited the consolidated financial statements of the Corporation of the Town of 
LaSalle (the “Entity”), which comprise: 

• the consolidated statement of financial position as at December 31, 2023

• the consolidated statement of operations for the year then ended

• the consolidated statement of changes in net debt for the year then ended

• the consolidated statement of cash flows for the year then ended

• and notes to the financial statements, including a summary of significant 
accounting policies

(Hereinafter referred to as the “financial statements”). 

In our opinion, the accompanying financial statements present fairly, in all material respects, 
the consolidated financial position of the Entity as at December 31, 2023, and its consolidated 
results of operations, its consolidated changes in net assets and its consolidated cash flows 
for the year then ended in accordance with Canadian public sector accounting standards. 

Basis for Opinion 
We conducted our audit in accordance with Canadian generally accepted auditing standards. 
Our responsibilities under those standards are further described in the “Auditor’s 
Responsibilities for the Audit of the Financial Statements” section of our auditor’s report. 

We are independent of the Entity in accordance with the ethical requirements that are relevant 
to our audit of the financial statements in Canada and we have fulfilled our other ethical 
responsibilities in accordance with these requirements. 

We believe that the audit evidence we have obtained is sufficient and appropriate to provide 
a basis for our opinion. 

Responsibilities of Management and Those Charged with Governance 
for the Financial Statements 

Management is responsible for the preparation and fair presentation of the financial 
statements in accordance with Canadian public sector accounting standards, and for such 
internal control as management determines is necessary to enable the preparation of financial 
statements that are free from material misstatement, whether due to fraud or error. 

In preparing the financial statements, management is responsible for assessing the Entity’s 
ability to continue as a going concern, disclosing as applicable, matters related to going 
concern and using the going concern basis of accounting unless management either intends 
to liquidate the Entity or to cease operations, or has no realistic alternative but to do so. 

Those charged with governance are responsible for overseeing the Entity’s financial reporting 
process. 

Auditor’s Responsibilities for the Audit of the Financial Statements 
Our objectives are to obtain reasonable assurance about whether the financial statements as 
a whole are free from material misstatement, whether due to fraud or error, and to issue an 
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auditor’s report that includes our opinion. 

Reasonable assurance is a high level of assurance, but is not a guarantee that an audit 
conducted in accordance with Canadian generally accepted auditing standards will always 
detect a material misstatement when it exists. 

Misstatements can arise from fraud or error and are considered material if, individually or in 
the aggregate, they could reasonably be expected to influence the economic decisions of 
users taken on the basis of the financial statements. 

As part of an audit in accordance with Canadian generally accepted auditing standards, we 
exercise professional judgment and maintain professional skepticism throughout the audit. 

We also: 

• Identify and assess the risks of material misstatement of the financial statements, whether
due to fraud or error, design and perform audit procedures responsive to those risks, and
obtain audit evidence that is sufficient and appropriate to provide a basis for our opinion.

The risk of not detecting a material misstatement resulting from fraud is higher than for one
resulting from error, as fraud may involve collusion, forgery, intentional omissions,
misrepresentations, or the override of internal control.

• Obtain an understanding of internal control relevant to the audit in order to design audit
procedures that are appropriate in the circumstances, but not for the purpose of expressing
an opinion on the effectiveness of the Entity's internal control.

• Evaluate the appropriateness of accounting policies used and the reasonableness of
accounting estimates and related disclosures made by management.

• Conclude on the appropriateness of management's use of the going concern basis of
accounting and, based on the audit evidence obtained, whether a material uncertainty
exists related to events or conditions that may cast significant doubt on the Entity's ability
to continue as a going concern. If we conclude that a material uncertainty exists, we are
required to draw attention in our auditors’ report to the related disclosures in the financial
statements or, if such disclosures are inadequate, to modify our opinion. Our conclusions
are based on the audit evidence obtained up to the date of our auditors’ report. However,
future events or conditions may cause the Entity to cease to continue as a going concern.

• Evaluate the overall presentation, structure and content of the financial statements,
including the disclosures, and whether the financial statements represent the underlying
transactions and events in a manner that achieves fair presentation.

• Communicate with those charged with governance regarding, among other matters, the
planned scope and timing of the audit and significant audit findings, including any
significant deficiencies in internal control that we identify during our audit.

• Obtain sufficient appropriate audit evidence regarding the financial information of the
entities or business activities within the Group Entity to express an opinion on the financial
statements. We are responsible for the direction, supervision and performance of the
group audit. We remain solely responsible for our audit opinion.

London, Canada 

Date 
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Appendix B: Other required communications 

Engagement terms CPAB communication protocol 

A copy of the engagement letter and any subsequent amendments has been 
provided to the Audit Committee. 

The reports available through the following links were published by the Canadian 
Public Accountability Board to inform Audit Committees and other stakeholders 
about the results of quality inspections conducted over the past year: 

• CPAB Audit Quality Insights Report: 2021 Annual Inspections Results 

• CPAB Audit Quality Insights Report: 2022 Interim Inspections Results 

• CPAB Audit Quality Insights Report: 2022 Annual Inspections Results 

• CPAB Audit Quality Insights Report: 2023 Interim Inspections Results 
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https://www.cpab-ccrc.ca/docs/default-source/inspections-reports/2021-annual-inspections-results-en.pdf?sfvrsn=55b1df58_10
https://cpab-ccrc.ca/docs/default-source/inspections-reports/2022-interim-inspections-result-en.pdf
https://cpab-ccrc.ca/docs/default-source/annual-reports/2022-annual-report-en.pdf
https://cpab-ccrc.ca/docs/default-source/inspections-reports/2023-interim-inspections-results-en.pdf
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Appendix C: Management representation letter 
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(Letterhead of Client) 

KPMG LLP 
1400-140 Fullarton Street 
London, ON N6A 5P2 

July 23, 2024 

We are writing at your request to confirm our understanding that your audit was for the purpose of 
expressing an opinion on the consolidated financial statements (hereinafter referred to as “financial 
statements”) of The Corporation of the Town of LaSalle (“the Entity”) as at and for the period ended 
December 31, 2023. 

General: 

We confirm that the representations we make in this letter are in accordance with the definitions as 
set out in Attachment I to this letter. 

We also confirm that, to the best of our knowledge and belief, having made such inquiries as we 
considered necessary for the purpose of appropriately informing ourselves: 

Responsibilities: 

1) We have fulfilled our responsibilities, as set out in the terms of the engagement letter dated 
December 18, 2023, including for: 

a) the preparation and fair presentation of the financial statements and believe that these 
financial statements have been prepared and present fairly in accordance with the 
relevant financial reporting framework. 

b) providing you with all information of which we are aware that is relevant to the 
preparation of the financial statements (“relevant information”), such as financial 
records, documentation and other matters, including: 

— the names of all related parties and information regarding all relationships and 
transactions with related parties; 

— the complete minutes of meetings, or summaries of actions of recent meetings for 
which minutes have not yet been prepared, of shareholders, board of directors and 
committees of the board of directors that may affect the financial statements. All 
significant actions are included in such summaries. 

c) providing you with unrestricted access to such relevant information. 

d) providing you with complete responses to all enquiries made by you during the 
engagement. 

e) providing you with additional information that you may request from us for the purpose 
of the engagement. 



f) providing you with unrestricted access to persons within the Entity from whom you 
determined it necessary to obtain audit evidence. 

g) such internal control as we determined is necessary to enable the preparation of 
financial statements that are free from material misstatement, whether due to fraud or 
error. We also acknowledge and understand that we are responsible for the design, 
implementation and maintenance of internal control to prevent and detect fraud. 

h) ensuring that all transactions have been recorded in the accounting records and are 
reflected in the financial statements. 

i) ensuring that internal auditors providing direct assistance to you, if any, were instructed 
to follow your instructions and that we, and others within the entity, did not intervene in 
the work the internal auditors performed for you. 

Internal control over financial reporting: 

2) We have communicated to you all deficiencies in the design and implementation or 
maintenance of internal control over financial reporting of which we are aware. 

Fraud & non-compliance with laws and regulations: 

3) We have disclosed to you: 

a) the results of our assessment of the risk that the financial statements may be materially 
misstated as a result of fraud. 

b) all information in relation to fraud or suspected fraud that we are aware of that involves: 

— management; 

— employees who have significant roles in internal control over financial reporting; or 

— others 

where such fraud or suspected fraud could have a material effect on the financial 
statements. 

c) all information in relation to allegations of fraud, or suspected fraud, affecting the 
financial statements, communicated by employees, former employees, analysts, 
regulators, or others. 

d) all known instances of non-compliance or suspected non-compliance with laws and 
regulations, including all aspects of contractual agreements, whose effects should be 
considered when preparing financial statements. 

e) all known actual or possible litigation and claims whose effects should be considered 
when preparing the financial statements. 



Subsequent events: 

4) All events subsequent to the date of the financial statements and for which the relevant 
financial reporting framework requires adjustment or disclosure in the financial statements 
have been adjusted or disclosed. 

Related parties: 

5) We have disclosed to you the identity of the Entity’s related parties. 

6) We have disclosed to you all the related party relationships and transactions/balances of 
which we are aware. 

7) All related party relationships and transactions/balances have been appropriately accounted 
for and disclosed in accordance with the relevant financial reporting framework. 

Estimates: 

8) The methods, the data and the significant assumptions used in making accounting 
estimates, and their related disclosures are appropriate to achieve recognition, 
measurement or disclosure that is reasonable in the context of the applicable financial 
reporting framework. 

Going concern: 

9) We have provided you with all information relevant to the use of the going concern 
assumption in the financial statements. 

10) We confirm that we are not aware of material uncertainties related to events or conditions 
that may cast significant doubt upon the Entity’s ability to continue as a going concern. 

Comparative information: 

11) In respect of the adjustments made to correct an immaterial misstatement in the 
comparative information impacting the liabilities and accumulated surplus on the statement 
of financial position and the revenues and expenditures on the statement of operations in 
2023 and in the 2022 comparative period, we reaffirm that the written representations we 
previously provided to you, in respect of the prior period amounts presented as comparative 
information, remain appropriate. 

Misstatements: 

12) We approve the 2023 and 2022 corrected misstatements identified by you during the audit 
described in Attachment II. 

Non-SEC registrants or non-reporting issuers: 

13) We confirm that the Entity is not a Canadian reporting issuer (as defined under any 
applicable Canadian securities act) and is not a United States Securities and Exchange 
Commission (“SEC”) Issuer (as defined by the Sarbanes-Oxley Act of 2002). 



_______________________________________ 

_______________________________________ 

14) We also confirm that the financial statements of the Entity will not be included in the group 
financial statements of a Canadian reporting issuer audited by KPMG or an SEC Issuer 
audited by any member of the KPMG organization. 

Yours very truly, 

Mr. Dale Langlois, Director of Finance/Treasurer 

Mr. Gaetano Ferraro, Manager of Finance/Deputy Treasurer 



Attachment I – Definitions 
Materiality 

Certain representations in this letter are described as being limited to matters that are material. 

Information is material if omitting, misstating or obscuring it could reasonably be expected to 
influence the economic decisions of users taken on the basis of the financial statements. 

Judgments about materiality are made in light of surrounding circumstances, and are affected by 
perception of the needs of, or the characteristics of, the users of the financial statements and, the 
size or nature of a misstatement, or a combination of both while also considering the entity’s own 
circumstances. 

Fraud & error 

Fraudulent financial reporting involves intentional misstatements including omissions of amounts or 
disclosures in financial statements to deceive financial statement users. 

Misappropriation of assets involves the theft of an entity’s assets. It is often accompanied by false 
or misleading records or documents in order to conceal the fact that the assets are missing or have 
been pledged without proper authorization. 

An error is an unintentional misstatement in financial statements, including the omission of an 
amount or a disclosure. 



Attachment II – Summary of Audit Misstatements Schedule(s) 

Corrected misstatements F2023: 

Annual 
surplus 
effect 

Financial position 

Description (Decrease) 
Increase 

Assets 
(Decrease) 
Increase 

Liabilities 
(Decrease) 
Increase 

Accumulated 
surplus 

(Decrease) Increase 

To reclassify balances 
between accounts payable 
and deferred revenues 

1,886,458 
- - -

(1,886,458) 

To move funds from deferred 
revenue to reserves 

4,509,401 
- (2,068,302) 2,068,302 

(2,441,099) 

To move funds from deferred 
revenue to investment income 
to represent interest earned 

2,621,876 - (2,621,876) 2,621,876 

Total corrected 
misstatements 

4,690,178 - (4,690,178) 4,690,178 

Corrected misstatements F2022: 

Annual 
surplus 
effect 

Financial position 

Description (Decrease) 
Increase 

Assets 
(Decrease) 
Increase 

Liabilities 
(Decrease) 
Increase 

Accumulated 
surplus 

(Decrease) Increase 

To transfer funds between 
deferred revenue and 
accounts payable, as well as 
between deferred revenue and 
reserves 

6,488,212 - (45,817,771) 45,817,771 

Total uncorrected 
misstatements 

6,488,212 - (45,817,771) 45,817,771 
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Appendix C: 2022 Revised management representation letter 
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KPMG LLP 
1400-140 Fullarton Street 
London, ON N6A 5P2 

June 24, 2024 

We are writing at your request to confirm our understanding that your audit was for the purpose of 
expressing an opinion on the consolidated financial statements (hereinafter referred to as "financial 
statements") of The Corporation of the Town of LaSalle ("the Entity") as at and for the period ended 
December 31, 2022. 

General: 

We confirm that the representations we make in this letter are in accordance with the definitions as 
set out in Attachment I to this letter. 

We also confirm that, to the best of our knowledge and belief, having made such inquiries as we 
considered necessary for the purpose of appropriately informing ourselves: 

Responsibilities: 

1) We have fulfilled our responsibilities, as set out in the terms of the engagement letter dated
December 18, 2023, including for:

a) the preparation and fair presentation of the financial statements and believe that these
financial statements have been prepared and present fairly in accordance with the
relevant financial reporting framework.

b) providing you with all information of which we are aware that is relevant to the
preparation of the financial statements ("relevant information"), such as financial
records, documentation and other matters, including:

the names of all related parties and information regarding all relationships and 
transactions with related parties; 

the complete minutes of meetings, or summaries of actions of recent meetings for 
which minutes have not yet been prepared, of shareholders, board of directors and 
committees of the board of directors that may affect the financial statements. All 
significant actions are included in such summaries. 

c) providing you with unrestricted access to such relevant information.

d) providing you with complete responses to all enquiries made by you during the
engagement.

e) providing you with additional information that you may request from us for the purpose
of the engagement.

Town of LaSalle 5950 Malden Road, LaSalle, Ontario N9H 1S4 I P: 519-969-7770 I F: 519-969-4469 I lasalle.ca LIVIN� 



f) providing you with unrestricted access to persons within the Entity from whom you 
determined it necessary to obtain audit evidence. 

g) such internal control as we determined is necessary to enable the preparation of 
financial statements that are free from material misstatement, whether due to fraud or 
error. We also acknowledge and understand that we are responsible for the design, 
implementation and maintenance of internal control to prevent and detect fraud. 

h) ensuring that all transactions have been recorded in the accounting records and are 
reflected in the financial statements. 

i) ensuring that internal auditors providing direct assistance to you, if any, were instructed 
to follow your instructions and that we, and others within the entity, did not intervene in 
the work the internal auditors performed for you. 

Internal control over financial reporting: 

2) We have communicated to you all deficiencies in the design and implementation or 
maintenance of internal control over financial reporting of which we are aware. 

Fraud & non-compliance with Jaws and regulations: 

3) We have disclosed to you: 

a) the results of our assessment of the risk that the financial statements may be materially 
misstated as a result of fraud. 

b) all information in relation to fraud or suspected fraud that we are aware of that involves: 

management; 

employees who have significant roles in internal control over financial reporting; or 

others 

where such fraud or suspected fraud could have a material effect on the financial 
statements. 

c) all information in relation to allegations of fraud, or suspected fraud, affecting the 
financial statements, communicated by employees, former employees, analysts, 
regulators, or others. 

d) all known instances of non-compliance or suspected non-compliance with laws and 
regulations, including all aspects of contractual agreements, whose effects should be 
considered when preparing financial statements. 

e) all known actual or possible litigation and claims whose effects should be considered 
when preparing the financial statements. 
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Subsequent events: 

4) All events subsequent to the date of the financial statements and for which the relevant 
financial reporting framework requires adjustment or disclosure in the financial statements 
have been adjusted or disclosed. 

Related parties: 

5) We have disclosed to you the identity of the Entity's related parties. 

6) We have disclosed to you all the related party relationships and transactions/balances of 
which we are aware. 

7) All related party relationships and transactions/balances have been appropriately accounted 
for and disclosed in accordance with the relevant financial reporting framework. 

Estimates: 

8) The methods, the data and the significant assumptions used in making accounting 
estimates, and their related disclosures are appropriate to achieve recognition, 
measurement or disclosure that is reasonable in the context of the applicable financial 
reporting framework. 

Going concern: 

9) We have provided you with all information relevant to the use of the going concern 
assumption in the financial statements. 

10) We confirm that we are not aware of material uncertainties related to events or conditions 
that may cast significant doubt upon the Entity's ability to continue as a going concern. 

Misstatements: 

11) The effects of the uncorrected misstatements described in Attachment II are immaterial, 
both individually and in the aggregate, to the financial statements as a whole. 

Non-SEC registrants or non-reporting issuers: 

12) We confirm that the Entity is not a Canadian reporting issuer (as defined under any 
applicable Canadian securities act) and is not a United States Securities and Exchange 
Commission ("SEC") Issuer (as defined by the Sarbanes-Oxley Act of 2002). 

13) We also confirm that the financial statements of the Entity will not be included in the group 
financial statements of a Canadian reporting issuer audited by KPMG or an SEC Issuer 
audited by any member of the KPMG organization. 
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rraro, Manager of Finance/Deputy Treasurer 

Yours very truly, 

Town of LaSalle 5950 Malden Road, LaSalle, Ontario N9H 1S4 I P: 519-969-7770 I F: 519-969-4469 I lasalle.ca LIVIN~ 

Mr. Dale Langlois, Director of Finance/Treasurer

Mr. Gaetano Ferraro, Manager of Finance/Deputy 
Treasurer

http://lasalle.ca


Attachment I - Definitions 

Materiality 

Certain representations in this letter are described as being limited to matters that are material. 

Information is material if omitting, misstating or obscuring it could reasonably be expected to 
influence the economic decisions of users taken on the basis of the financial statements. 

Judgments about materiality are made in light of surrounding circumstances, and are affected by 
perception of the needs of, or the characteristics of, the users of the financial statements and, the 
size or nature of a misstatement, or a combination of both while also considering the entity's own 
circumstances. 

Fraud & error 

Fraudulent financial reporting involves intentional misstatements including omissions of amounts or 
disclosures in financial statements to deceive financial statement users. 

Misappropriation of assets involves the theft of an entity's assets. It is often accompanied by false 
or misleading records or documents in order to conceal the fact that the assets are missing or have 
been pledged without proper authorization. 

An error is an unintentional misstatement in financial statements, including the omission of an 
amount or a disclosure. 



Attachment II - Summary of Audit Misstatements Schedule(s) 

Uncorrected misstatements F2022: 

Annual 
surplus 
effect 

Financial position 

Description (Decrease) 
Increase 

Assets 
(Decrease) 
Increase 

Liabilities 
(Decrease) 
Increase 

Accumulated 
surplus 

(Decrease) Increase 

To transfer funds between 
deferred revenue and 
accounts payable, as well as 
between deferred revenue and 
reserves 

6,488,212 - (45,817,771) 45,817,771 

Total uncorrected 
misstatements 

6,488,212 - (45,817,771) 45,817,771 
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Appendix D: Audit quality - How do we deliver audit quality? 
Quality essentially means doing the right thing and remains our 
highest priority. Our Global Quality Framework outlines how we 
deliver quality and how every partner and staff member contributes 
to its delivery. 

The drivers outlined in the framework are the ten components of the KPMG System of 
Quality Management (SoQM). Aligned with ISQM 1/CSQM 1, our SoQM components 
also meet the requirements of the International Code of Ethics for Professional 
Accountants (including International Independence Standards) issued by the 
International Ethics Standards Board for Accountants (IESBA) and the relevant rules of 
professional conduct / code of ethics applicable to the practice of public accounting in 
Canada, which apply to professional services firms that perform audits of financial 
statements. Our Transparency Report includes our firm’s Statement on the 
Effectiveness of our SoQM. 

KPMG 2023 Audit Quality and Transparency Report 

We define ‘audit quality’ as being the outcome when: 

• audits are executed consistently, in line with the requirements and intent of applicable 
professional standards within a strong system of quality management; and 

• all of our related activities are undertaken in an environment of the utmost level of 
objectivity, independence, ethics and integrity. Doing the right thing. Always. 
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Appendix E: Changes in accounting standards 

Standard Summary and implications 

Revenue • The new standard PS 3400 Revenue is effective for fiscal years beginning on or after April 1, 2023 (Town's December 31, 2024 
year-end). 

• The new standard establishes a single framework to categorize revenue to enhance the consistency of revenue recognition and 
its measurement. 

• The standard notes that in the case of revenue arising from an exchange transaction, a public sector entity must ensure the 
recognition of revenue aligns with the satisfaction of related performance obligations. 

• The standard notes that unilateral revenue arises when no performance obligations are present, and recognition occurs when 
there is authority to record the revenue and an event has happened that gives the public sector entity the right to the revenue. 

Purchased 
Intangibles 

• The new Public Sector Guideline 8 Purchased intangibles is effective for fiscal years beginning on or after April 1, 2023 with 
earlier adoption permitted (Town's December 31, 2024 year-end ). 

• The guideline allows public sector entities to recognize intangibles purchased through an exchange transaction. The definition of 
an asset, the general recognition criteria and GAAP hierarchy are used to account for purchased intangibles. 

• Narrow scope amendments were made to PS 1000 Financial statement concepts to remove the prohibition to recognize 
purchased intangibles and to PS 1201 Financial statement presentation to remove the requirement to disclose purchased 
intangibles not recognized. 

• The guideline can be applied retroactively or prospectively. 
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Appendix E: Changes in accounting standards (continued) 

Standard Summary and implications 

Public Private 
Partnerships 

• The new standard PS 3160 Public private partnerships is effective for fiscal years beginning on or after April 1, 2023 (Town's 
December 31, 2024 year-end). 

• The standard includes new requirements for the recognition, measurement and classification of infrastructure procured through 
a public private partnership. 

• The standard notes that recognition of infrastructure by the public sector entity would occur when it controls the purpose and 
use of the infrastructure, when it controls access and the price, if any, charged for use, and it controls any significant interest 
accumulated in the infrastructure when the public private partnership ends. 

• The public sector entity recognizes a liability when it needs to pay cash or non-cash consideration to the private sector partner 
for the infrastructure. 

• The infrastructure would be valued at cost, which represents fair value at the date of recognition with a liability of the same 
amount if one exists. Cost would be measured in reference to the public private partnership process and agreement, or by 
discounting the expected cash flows by a discount rate that reflects the time value of money and risks specific to the project. 

• The standard can be applied retroactively or prospectively. 

Concepts 
Underlying 
Financial 
Performance 

• The revised conceptual framework is effective for fiscal years beginning on or after April 1, 2026 with earlier adoption permitted. 
• The framework provides the core concepts and objectives underlying Canadian public sector accounting standards. 
• The ten chapter conceptual framework defines and elaborates on the characteristics of public sector entities and their financial 

reporting objectives. Additional information is provided about financial statement objectives, qualitative characteristics and 
elements. General recognition and measurement criteria, and presentation concepts are introduced. 
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Appendix E: Changes in accounting standards (continued) 

Standard Summary and implications 

Financial 
Statement 
Presentation 

• The proposed section PS 1202 Financial statement presentation will replace the current section PS 1201 Financial statement 
presentation. PS 1202 Financial statement presentation will apply to fiscal years beginning on or after April 1, 2026 to coincide 
with the adoption of the revised conceptual framework. Early adoption will be permitted. 

• The proposed section includes the following: 
• Relocation of the net debt indicator to its own statement called the statement of net financial assets/liabilities, with the 

calculation of net debt refined to ensure its original meaning is retained. 
• Separating liabilities into financial liabilities and non-financial liabilities. 
• Restructuring the statement of financial position to present total assets followed by total liabilities. 
• Changes to common terminology used in the financial statements, including re-naming accumulated surplus (deficit) to net 

assets (liabilities). 
• Removal of the statement of remeasurement gains (losses) with the information instead included on a new statement called 

the statement of changes in net assets (liabilities). This new statement would present the changes in each component of net 
assets (liabilities), including a new component called “accumulated other”. 

• A new provision whereby an entity can use an amended budget in certain circumstances. 
• Inclusion of disclosures related to risks and uncertainties that could affect the entity’s financial position. 

• The Public Sector Accounting Board is currently deliberating on feedback received on exposure drafts related to the reporting 
model. 
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Appendix E: Changes in accounting standards (continued) 

Standard Summary and implications 

Employee 
benefits 

• The Public Sector Accounting Board has initiated a review of sections PS 3250 Retirement benefits and PS 3255 Post-
employment benefits, compensated absences and termination benefits. 

• The intention is to use principles from International Public Sector Accounting Standard 39 Employee benefits as a starting point 
to develop the Canadian standard. 

• Given the complexity of issues involved and potential implications of any changes that may arise from the review of the existing 
guidance, the new standards will be implemented in a multi-release strategy. The first standard will provide foundational 
guidance. Subsequent standards will provide additional guidance on current and emerging issues. 

• The proposed section PS 3251 Employee benefits will replace the current sections PS 3250 Retirement benefits and PS 3255 
Post-employment benefits, compensated absences and termination benefits. It will apply to fiscal years beginning on or after 
April 1, 2026. Early adoption will be permitted and guidance applied retroactively. 

• This proposed section would result in public sector entities recognizing the impact of revaluations of the net defined benefit 
liability (asset) immediately on the statement of financial position. Organizations would also assess the funding status of their 
post-employment benefit plans to determine the appropriate rate for discounting post-employment benefit obligations. 

• The Public Sector Accounting Board is in the process of evaluating comments received from stakeholders on the exposure draft. 
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Appendix F: Newly effective and upcoming 
changes to auditing standards 

For more information on newly effective and 
upcoming changes to auditing standards  –

see Current Developments 

Appendices Independence 

Effective for periods beginning on or after December 15, 2022 

ISA/CAS 220 ISQM1/CSQM1 ISQM2/CSQM2 

(Revised) Quality 
management for an 
audit of financial 
statements 

Quality management for 
firms that perform audits or 
reviews of financial 
statements or other 
assurance or related 
services engagements 

Engagement quality 
reviews 

Effective for periods beginning on or after December 15, 2023 

ISA 600/CAS 600 

Revised special 
considerations – 
Audits of group 
financial 
statements 
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Appendix G: Insights to enhance your business 
We have the unique opportunity as your auditors to perform a deeper dive to better understand your business processes that are relevant to financial reporting. 

Lean in Audit 

Lean in Audit™ is KPMG’s award-winning 
methodology that offers a new way of looking at 
processes and engaging people within your finance 
function and organization through the audit. 

By incorporating Lean process analysis techniques 
into our audit procedures, we can enhance our 
understanding of your business processes that are 
relevant to financial reporting and provide you with 
new and pragmatic insights to improve your 
processes and controls. 

Clients like you have seen immediate benefits such 
as improved quality, reduced rework, shorter 
processing times and increased employee 
engagement. 

We look forward to working with you to incorporate 
this approach in your audit. 

How it works 

Standard Audit Typical process and how it's 
audited 

Lean in AuditTM Applying a Lean lens to 
perform walkthroughs and 
improve Audit quality while 
identifying opportunities to 
minimize risks and redundant 
steps 

How Lean in Audit 

helps improve 

businesses 

processes 

Make the process more 
streamlined and efficient for all 

Value: what customers Necessary: required  Redundant: non-essential  
want (maximize) activities (minimize) activities (remove) 

Process controls Key controls tested 
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Appendix G: Audit and assurance insights 
Our latest thinking on the issues that matter most to Audit Committees, board of directors and management. 

KPMG Audit & Assurance Insights 
Curated research and insights for audit 

committees and boards. 

Board Leadership Centre 
Leading insights to help board members 

maximize boardroom opportunities 

Current Developments 
Series of quarterly publications for Canadian 

businesses including Spotlight on IFRS, Canadian 
Securities & Auditing Matters and US Outlook reports. 

Audit Committee Guide – Canadian Edition 
A practical guide providing insight into current 

challenges and leading practices shaping audit 
committee effectiveness in Canada. 

Accelerate 2023 
The key issues driving the audit committee 
agenda in 2023. 

Momentum 
A quarterly newsletter with the latest thought-leadership 
from KPMG's subject matter leaders across Canada 
and valuable audit resources for clients. 

KPMG Climate Change Financial 
Reporting Resource Centre 
Our climate change resource center provides 
insights to help you identify the potential financial 
statement impacts to your business. 

Government and Public Sector Insights 
Navigating the contentious issues disrupting all 
government and public sector organizations requires 
the steady hand of a trusted guide. 
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Appendix G: Insights and resources 
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Insights and Resources 

Public sector organizations across Canada are facing a plethora of challenges: financial 
uncertainty, advanced technological risk, environmental, social, and governance objectives, all 
which demand innovative approaches to policy, strategies, and operating models. 

To help you understand and navigate these challenges, we have compiled insights and 
resources in one spot for you. This page was built for you, to ensure you have the right 
information in a timely way to enable your organization’s success. 

Insights available 

This resource site has guides, reports, on-demand 
webinars and articles. You will find content on topics such 
as ESG, generative AI, the future of government, cyber, risk 
considerations and financial sustainability. 

We encourage you to visit the site to learn more about 
these topics; simply scan/click the QR code to access. 

Our local team of trusted advisors in the Eastern Region of 
Canada bring a creative and innovative approach to 
problem solving that reflects a keen understanding of the 
public sector. We can help you understand relevant 
sector insights to help achieve sustainable results. 

Contact us 
Katie denBok, Partner, Audit 

T: 519-660-2115 E: kdenbok@kpmg.ca 

Chas Anselmo, Executive Director 

T: 705-669-2549 E: canselmo@kpmg.ca 

Anne Lindsay, Senior Manager, Lean Services 

T: 613-541-7499 E: annelindsay@kpmg.ca 

© 2023 KPMG LLP, an Ontario limited liability partnership and a member firm of the KPMG global organization of independent member firms affiliated with KPMG International Limited, a private English company limited by guarantee. All rights reserved. 
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Appendix H: ESG Discovery 
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Are you on top of your 
municipal ESG reporting 
requirements? 

Understand how ESG impacts municipalities, what the current requirements are, and how to 
communicate the value you deliver through ESG reporting. 
A coordinated ESG strategy is essential for 
municipalities 

How to start: ESG Discovery sessions 

Stakeholders are increasingly putting pressure on municipalities to 
deliver services in a way that manages Environmental, Social and 
Governance (ESG) risks and opportunities, and discloses their ESG 
performance in alignment with global standards. A coordinated 
strategy is critical to enable ESG reporting, and to enhance service 
delivery to respond to this pressure. This will enable better informed 
budgeting and reporting decisions that proactively consider and 
account for emerging regulatory requirements, unlocking greater 
value for the municipal corporate entity and for stakeholders alike. 
Benefits of developing and implementing and ESG strategy in 
coordination with program and service delivery include: 

• Decreased operational costs: Lowered costs through 
sustainable suppliers and other financial arrangements 

• Increased citizen engagement: Improved reputation and 
engagement from citizens on ESG priorities and how you deliver 
on them. 

• Enhanced ability to communicate value creation through 
sustainability indicators to key stakeholders 

Reporting is just one step in the ESG journey. Ultimately, it beings 
with Discovery, and aligning your sustainability priorities with 
stakeholder needs. 

01 ESG 
Discovery 

02 ESG 
Strategy 

03 ESG 
Integration 

04 ESG 
Reporting 

Contact us 
Book a free exploratory call with our team to asses your next steps. 

OVERVIEW 

• Length: 3 hours 
• Format: Virtual, hybrid or in-person 

WHO CAN BE INVOLVED 

• Leadership & management 
• C-Suite (e.g., CAO; Treasurer) 
• Program and service leaders 
• Capital and asset managers 

DISCOVER 

• Insights into market dynamics, future trends 
and why ESG is gaining in importance 

• Industry and peer ESG performance 
• How to effectively integrate ESG into 

your strategy and service delivery model 

SESSION OUTCOMES 
•  An  ESG trend diagnostic highlighting 

the priority policies for the municipal sector 
• Your ESG maturity across seven dimensions 
•  An  ESG roadmap of your priorities 

Mallory Curtis 
Partner, Accounting 
Advisory Services 
613 212 3725 
mlcurtis@kpmg.ca 

Considerations for your leadership team 

• Are you able to express the value you deliver in terms the business community your 
stakeholders expressed their expectations regarding ESG issues? 

• What are your priority ESG issues? Which will have the most impact? In one year? In 
five years? 

• Where do you have blind spots? 
• Where can you proactively mitigate future concerns? 
• Do you have a central ESG strategy and vision that connects your various initiatives? 
• Are decarbonation efforts effectively tied to financial budgeting and reporting? 

) 

Bailey Church 
Partner, Accounting 
Advisory Services 
+1 613 212 3698 
bchurch@kpmg.ca 

© 2023 KPMG LLP, an Ontario limited liability partnership and a member firm of the KPMG global organization of independent member firms affiliated with KPMG International Limited, a private English company limited by guarantee. All rights reserved. 

mailto:bchurch@kpmg.ca
mailto:mlcurtis@kpmg.ca


Highlights Status Risks and results Misstatements Control deficiencies Policies and practices Independence Appendices 

Appendix I: Cyber for municipalities 

28 



Cyber for 
Municipalities 

April 2024 



© 2024 KPMG LLP, an Ontario limited liability partnership and a member firm of the KPMG global organization of independent member firms affiliated with KPMG International Limited, a private 
English company limited by guarantee. All rights reserved. The KPMG name and logo are trademarks used under license by the independent member firms of the KPMG global organization. 

Municipalities in the news 

KPMG Confidential 2



How can a cyber attack impact you? 

Organizational Disruption 

Technology is a main enablement 
tool used in our cities, many core 
services rely on technology to 
deliver services. 

When access to technology is 
disrupted it can have severe 
impacts to public services, 
emergency services, infrastructure 
and sensitive information. 

Associated Costs 

Cyber incidents have a variety of 
costs associated with recovery, which 
include: 
• Ransom Payments 
• System Restoration 
• Security Upgrades 
• Legal & Professional Services 
• Follow-on Monitoring 
• Loss of Revenue 
• Financial Fraud/Theft 

These costs start to balloon quickly 
and can have long lasting effects. 

Reputational Damage & 
Residents Impact 

A cyber incident can cause 
significant reputational damage to a 
city, leading to a loss of trust among 
residents and potential investors, 
which can indirectly impact the city's 
financial health. For residents, the 
breach of their personal information 
can lead to a loss of confidence in 
the city's ability to protect their data, 
potentially resulting in decreased 
use of city services that require 
personal information. 
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What is a cyber resilient organization? 

Preparation 
This involves understanding 
your organization’s risk profile, 
identifying business critical 
assets, and developing a 
comprehensive cybersecurity 
strategy. It includes training 
employees on cybersecurity 
best practices and implementing 
robust security measures where 
possible. 

Protection 
This entails implementing 
measures to prevent cyber 
attacks. It includes maintaining 
up-to-date security software, 
regularly patching vulnerabilities, 
and controlling access to 
sensitive information. Protecting 
your organization requires 
cybersecurity to be a part of all 
business conversations. 

Detection 
This includes continuously 
monitoring systems and 
networks for signs of a cyber 
attack. It calls for the use of 
security tools, conducting 
regular security audits and 
making consistent updates to 
improve detection capabilities. 

What is a cyber resilient municipality? 

01 
Risk Prioritization 
To be a cyber resilient 
municipality, you must be able 
to prioritize your resources to 
address the risks that threaten 
you. To prioritize risks, you 
must understand all the risks 
currently facing your 
organization. 

Implement the Basics 
Implementing basic cyber 
security practices like training, 
maintaining security software, 
regularly patching and 
multifactor authentication can 
be cost effective ways to 
dramatically improve 
cybersecurity resilience. 

02 03

Response & Recovery 
This consists of having a plan in 
place to respond to a cyber attack 
and recover from it. It is made up 
of incident respond planes, 
disaster recovery plans, and 
business continuity plans. These 
plans should be regularly tested 
and improved upon. 

Defence in Depth 
This is a crucial strategy for 
municipalities as it reduces the 
risk of a single point of failure, 
enhances efficiency in threat 
detection and response, 
increase resilience to attacks, 
and provide protection against 
advanced cyber threats. 
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Steps to building cyber resilience 
The following principles serve as the bedrock for establishing a continuous lifecycle that fosters cyber 
resilience. These principles provide a consistent framework of actions to progressively build and enhance cyber 
resilience. 

1 – Understand Current State 
To build a robust cyber resilience framework, it is 
imperative to start with a comprehensive understanding of 
your current cybersecurity status. This includes an 
evaluation of the protective measures already 
implemented, identification of critical assets, 
understanding the policies and procedures that regulate 
your operations, and an assessment of system 
vulnerabilities. By gaining these insights, you can make 
risk informed decisions that protect your organization and 
efficiently allocate the resources available. 

4 – Increase Resilience 
Increasing resilience and developing business continuity 
is an important part of building cyber resilience. It ensures 
uninterrupted business operations even in the face of 
cyber threats and allows organizations to quickly recover 
from cyber incidents, minimizing downtime and associated 
costs. Furthermore, a robust business continuity plan 
demonstrates an organization's commitment to security, 
which can enhance its reputation among stakeholders. 

3 – Validate Response 
Validating response efforts is a crucial part of building 
cyber resilience as it ensures that the organization's 
incident response plan is effective and efficient. It allows 
for the identification of any gaps or weaknesses in the 
response strategy, enabling improvements to be made. 
Furthermore, it provides an opportunity for staff to 
practice and refine their skills in a controlled 
environment, enhancing their readiness for real cyber 
incidents. 

2 – Test your Technology 
Testing technology is crucial for building cyber resilience 
as it helps identify potential vulnerabilities and 
weaknesses in the system that could be exploited by 
cyber threats. It also allows organizations to evaluate 
the effectiveness of their current security measures and 
protocols. By testing your technology, you can deepen 
the understanding of risks your organization faces and 
perform ongoing risk management. Theses tests allow 
for an unbiased look at your infrastructure and 
contribute to a proactive prevention of unauthorized 
users. 

Cyber 
Resilience 
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Understand Current State 
What should you be doing: 

Identify Critical Assets 
• Understanding critical 

systems that help the 
business function 

• Identify the level of 
protection required for 
each asset 

• Identify system 
interdependencies 

Obtain holistic business 
view 
• Comprehensive 

perspective of all 
elements that present a 
risk 

• Understand roles and
responsibilities across 
the business for 
cybersecurity 

Understand Vulnerabilities & Gaps 
• Understand gaps in people, 

processes and technology 
• Allow for proactive measures to be 

taken 

Manage & Prioritize Efforts 
• Prioritize the key gap areas, which 

fall outside the acceptable risk levels 
• Combine efforts to tackle problems 

areas rather than individual problems 

How a KPMG Cyber Maturity Diagnostic (CMD) can help: 
KPMG’s cyber maturity diagnostic includes a critical digital asset assessment which will identify critical digital assets of the organization, which includes systems 
and data repositories. Additionally it will develop a high-level threat profile that focuses on threat actors, their capability, level of interest and result to the threat 
profile of the organization. 

The CMD will leverage the framework of your choice to assess the current state of cyber security capabilities, involving a review of existing documentation and 
interviews with key stakeholders to identify gaps and areas for improvement. 

Once the assessment is complete, KPMG will produce a CMD report that includes the critical digital asset assessment and threat profile, explicit descriptions of 
the identified gaps and their risk level, and detailed recommendations on how to mitigate each gap. Additionally, the report will include prioritized 
recommendations forming a roadmap with estimated timeframes for any suggested remediation work. 
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Test your technology 
What should you be doing: 

Test your safeguards 
• Test how your current 

technology is 
safeguarding your 
organization 

• Test your monitoring 
and detection methods 
against a variety of 
different attack paths 

Adjust perspective and 
retest 
• Adjust the perspective of 

your testing efforts to 
simulate the changing 
threat landscape 

• Retest addressed 
vulnerabilities to ensure 
that they are sufficiently 
mitigated 

Understand Vulnerabilities 
• Identify weak points in your technology 

that could be used against you 
• Use the knowledge gained to make 

risk informed decisions on technology 

Manage & Prioritize Efforts 
• Manage and prioritize efforts related 

to addressing critical vulnerabilities 
• Allocate appropriate resources for 

addressing the vulnerabilities 

How a KPMG Penetration Testing can help: 
KPMG offers a wide array of penetration testing options such as Network Penetration, Web Application, Wireless Security, Mobile Application, and Configuration 
Review. As organization and their technologies mature, the testing requirements tend to change and reflect the areas which require the most attention. 

To build a strong foundation for understanding vulnerabilities, KPMG proposes a two phases approach to starting penetration testing which includes an external 
network footprint discovery exercise and a network penetration test. The network penetration test will simulated attacks both externally and internally on an 
organization’s network infrastructure to identify vulnerabilities, assess security controls and provide recommendations for strengthen network defences. 

KPMG’s penetration testing goes beyond traditional reporting by providing a detailed analysis of each identified vulnerability, providing the necessary evidence 
and proof of the vulnerability and explaining recommendations in a business context to ensure that both technical and managerial audience can understand the 
impact and required remediation efforts. 
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Validate Response 
What should you be doing: 

Establish Response Plan 
• Establish a series of 

response plans that will 
aid the organization in 
responding to a variety 
of different threats 

• Train your people on 
how to operate the plans 
and what their 
responsibilities are 

Adjust scenarios & retest 
• Test your plans against 

the possible scenarios 
your organization may 
face 

• Identify areas where your 
plans may not be able to 
support your team 

• Test your plans again to 
further develop and tailor 
them to your organization 

Test & Validate Response 
• Test and validate that the plan works 

as intended and information is 
accurate 

• Identify gaps within your plans 

Make Improvements 
• Make the necessary improvements to 

your plan, strengthening their 
effectiveness 

• Adapt the plans to any major changes 

How a KPMG Tabletop Exercise (TTX) can help: 
KPMG’s tabletop exercise services take a collaborative approach to incident response testing and improvement. We will work with you to understand the 
specific areas your organization is looking to test and tailor an exercise to match those needs. This scenario will combine the expert knowledge of KPMG 
and the business expertise from your organization to create a realistic scenario. 

KPMG will facilitate the exercise and gather information on how your organization responds to the cyber incident beyond just the technical aspects. KPMG 
will also use the exercise as an opportunity to train and educate staff on incident response processes and procedures. 

KPMG will deliver a detailed after-action report containing a summary of all findings and key recommendations, organizational strengths identified, detailed 
findings/gaps noted in the organizations incident response approach, detailed recommendations to address the findings/gaps, and a future tabletop 
exercise planning guide based on KPMG’s observations to help the organization strengthen priority areas. 
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Increase Resilience 
What should you be doing: 

Business requirements 
and inventory 
• Understand business 

recovery targets, 
resource requirements 
and dependencies 
across the organization 

• Conduct business 
impact analysis against 
your critical systems 

Exercising & maintaining 
• Perform exercises that 

allow you to test the 
effectiveness and validity 
of plans 

• Maintain and improve 
plans to mature with the 
growing and changing 
business 

• Apply improvements from 
testing 

 

Risk assessment & remediation 
strategy 
• Assess business continuity process 

risks 
• Determine gaps in strategies 

Plan Development 
• Develop the necessary plans for the 

organization to operate in disruption 
• Develop the necessary plans for the 

organization to recover from disruption

How a KPMG Resilience Assessment can help: 
KPMG’s resilience assessment helps to determine what measures are currently in place at the organization and how effective they are. It will provide you 
with a detailed understanding of your current capabilities and what potential gaps in business information exist. 

Additionally, the resilience assessment will provide the organization with a dashboard displaying the readiness of each department and how prepared they 
are to respond to a variety of different disruptions. The helps illustrate the types of events that departments are capable of withstand and which type of 
events require additional attention to achieve an acceptable level of disruption. 

KPMG’s resilience assessment will also produce a detailed understand and recommendations on what the businesses identified gaps are and how to 
remediate or mitigate them. 
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An experienced advisor to municipalities 
KPMG in Canada and all around the world is a privileged advisor to municipal governments across our Audit, Tax and Advisory practices. We take great 
pride in serving the municipal sector and have highlighted here some major and relevant engagements performed for local and global Cities by our 
KPMG teams. 

• City of Abbotsford 
• City of Belleville 
• City of Calgary 
• City of Edmonton 
• Halifax Regional Municipality 
• City of Kingston 
• Town of Markham 
• City of Mississauga 
• Regional Municipality of Peel 
• City of Regina 
• City of St. Albert 
• City of Vaughan 
• Sturgeon County 

• Town of Stony Plain 
• City of Brampton 
• Region of York 
• City of Winnipeg 
• City of Hamilton 
• City of Kitchener 
• Ville de Montreal 
• Town of Oakville 
• City of Peterborough 
• City of Richmond 
• City of Saskatoon 
• City of Toronto 
• City of Spruce Grove 

• Town of Banff 
• Count of Wellington 
• City of Lethbridge 
• City of Greater Sudbury 
• City of Kamloops 
• Parkland County 
• Town of Milton 
• City of Ottawa 
• City of Prince George 
• City of Saint John 
• City of Stratford 
• Regional Municipality of 

Waterloo 

We feel that the combination of local 
knowledge, our national insights on 
municipalities and our expert cyber 
knowledge make us an ideal partner 
for developing cyber resilience. 
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About KPMG cybersecurity services 

Industry Leadership 
“KPMG is recognized as a worldwide 
leader in Cybersecurity Consulting 
Services in the IDC MarketScape: 
Worldwide Systems 
Integrators/Consultancies for 
Cybersecurity Consulting Services 2024 
Vendor Assessment.” 
Source: "IDC MarketScape: Worldwide Systems Integrators/Consultancies for 
Cybersecurity Consulting Services 2024 Vendor Assessment", January 2024, IDC 
#US50463423 

Vision for the future 
“KPMG has a strong belief that AI will 
transform the way the firm delivers services to 
clients as well as build new products/services 
that is reflected in its AI innovation and 
investment.” 
Source: "IDC MarketScape: Worldwide Systems Integrators/Consultancies for 
Cybersecurity Consulting Services 2024 Vendor Assessment", January 2024, IDC 
#US50463423 

Creating a trusted digital world 
together 
“The breadth of offerings and deep 
alliance relationships, along with skilled 
resources and knowledge across 
multiple cybersecurity domains, are 
highly appraised by KPMG clients." 
Source: "IDC MarketScape: Worldwide Systems Integrators/Consultancies for 
Cybersecurity Consulting Services 2024 Vendor Assessment", January 2024, 
IDC #US50463423 

6000+ Global 
Clients 

9,300+ Cyber 
Professionals 

30+ Industry 
Leading 

Alliances 

Proven Expertise 
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Contact Us 

Imraan Bashir 
Partner, National Public Sector Cyber Leader 
KPMG Cybersecurity 

T: +1 613 212 2852 
E: ibashir@kpmg.ca 

LinkedIn Profile: 

Luke Paron 
Senior Consultant 
KPMG Cybersecurity 

T: +1 905 972 7468 
E: lparon1@kpmg.ca 

LinkedIn Profile: 
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